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• "Network security" (section 3.3.3)

• "Data protection" (section 3.3.4)

• "Local traffic" (section 3.3.5).

According to BEREC those parameters justify identification of the NTP at point A. 

PIKE would like to point out that impact on the TTE market should not be considered 

at all because is not connected with technical issue of NTP. What's more TTE market 

is not an area of NRA's competence, but rather competition authorities. BEREC in It's 

draft guidelines also failed to proof a lack of competition on that TTE market. 

PIKE doesn't agree with BEREC's conclusions about the other parameters as well. 

According to our members, simplicity of the operation of the public network, network 

security and data protection require location of NTP at point C (or point B at least). 

When modem, router and media box are part of public network, operator can ensure 

the security and interoperability of that equipment. Also data gathered in those devices 

will be better protected by operator then by end-user. 

The last parameter "local traffic" is purely theoretical. There is not technical possibility 

of intercepting data sent between a modem and an end-user PC, TV set or printer, so 

police cannot request operator to access or grant access to those data. Also a problem 

of net neutrality in local traffic in NTP will not appear. All data process in modem, router 

and media box as a local traffic will be generated only by end-user or those devices. 

In conclusions, from the PIKE point of view, it is necessary for BEREC to revise it's 

draft guidelines toward promoting localization of NTP at point C (with small exceptions 

at point 8). 
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